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   This is to acknowledge that 
 

Certificate    Eaton Corporation   
ULCAP_204   1000 Cherrington Parkway 

Moon Township, PA 15108 

    

Issue date 
2024-04-30 

   
   

   Gigabit Network Module 
    
   Software Version: 2.4.6 

Hardware Version: 2.4.2 
    

Expiration date    

2025-04-30    
   UL 2900-1:2023 

   Standard for Software Cybersecurity for Network-Connectable products, 
Part 1 General Requirements Second Edition, December 13, 2023. 
 

 
  
  

   
    

Test Report Number    

4791182040   Program owner:  

 
Dean Zwarts, Senior Business Manager 
 

 

  This is to certify that representative sample(s) of the Product described herein have been investigated and as of the 
date of testing, found in compliance with the Standard(s) indicated on this Certificate.  UL Solutions does not provide 
any representation or guarantee that all security vulnerabilities or weaknesses will be found or that the product will 
not be vulnerable, susceptible to exploitation, or eventually breached.  The designated Certificate Holder is entitled to 
market the Product in accordance with the Service Agreement and Cybersecurity Assurance Program Service 
Terms.  This Certificate shall remain valid until the indicated Expiration Date unless terminated earlier in accordance 
with the Service Agreement or if the referenced Standard is amended or withdrawn.  This Certificate in and of itself 
does not authorize the Certificate Holder to use any UL Solutions trademarks on the Certified Product.  UL Solutions 
trademarks may only be used if the Certified Product is also covered under the applicable UL Solutions mark 
program(s). 
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Conditions of Certificate 
 
The following conditions must be met for the product to continue to be in compliance 
with this certificate: 
 

1. This certificate covers the following version: 

a. 2.4.2 

2. This certificate covers the following device: 

a. Gigabit Network Module 

3. Edelweiss must be configured to the guidelines and specifications of the following document(s): 

a. ePDU eNMC2 Network Management Card - User Guide Edelweiss_Securing.pdf  

b. Eaton-CCOE-SecureConfiguration-Guidance for Edelweiss.docx 

4. The following configuration must be observed: 

a. It is the responsibility of the end user to configure the recommended cybersecurity best 

practices to meet their security needs. 

b. It is the responsibility of the end user to regularly update the Gigabit Network Module, 

per Eaton’s recommendations, with the latest security patches of the software user by 

the product.  

 
 
 
 


